**KARTIKA CSIRT**

***VULNERABILITY* *REPORT***



**PUSAT SANDI DAN SIBER TNI ANGKATAN DARAT**

**TGL BULAN TAHUN**

**IDENTITAS PELAPOR**

|  |  |
| --- | --- |
| Nama Pelapor\* |  |
| Nomor HP\* |  |
| Email\* |  |
| Pekerjaan |  |

Note

\* : Wajib diisi, akan digunakan untuk pengiriman sertifikat.

***VULNERABILITY REPORT***

|  |  |
| --- | --- |
| Deskripsi | Pada tanggal xx mm yyyy telah ditemukan kerentanan pada situs …. berupa …… yang merupakan ….(Deskripsi dapat disesuaikan) |
| *Affected Link* | 1. https://situsterdampak.com/berita.php?=1
 |
| Dampak | 1. Mendapatkan akses ke database
2. Dapat merubah file, pasang backdoor ….
 |
| Langkah Penetrasi | 1. Menggunakan SQL Map dengan perintah “sqlmap -u …..”2.3.  |
| *Proof of Concept* | *List Screenshoot* |
| Rekomendasi / Langkah Perbaikan | 1. Memperbaiki kode php pada situs …..2. |
| Rekomendasi | 1. <https://owasp.org/www-project-web-security-testing-guide/latest/4-Web_Application_Security_Testing/07-Input_Validation_Testing/05-Testing_for_SQL_Injection>
 |

 **1. SQL Injection pada situs …..**